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have 5 legislative days within which to 
revise and extend their remarks. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Louisiana? 

There was no objection. 
Mr. BOUSTANY. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I rise in support of the 

bill, S. 4093. This bill will modify the 
expiration date of a provision of a farm 
bill dealing with farm credit so that it 
expires concurrent with the rest of the 
farm bill. Currently a provision of the 
farm bill dealing with guaranteed loans 
for farmers and ranchers expires on De-
cember 31 of this calendar year. 

The rest of the farm bill, however, 
does not begin to expire until Decem-
ber 30 of 2007. By passing this bill, we 
are ensuring that this credit program 
has the opportunity to be fully debated 
during the development of the next 
farm bill. Furthermore, should this 
provision expire in the next few days, 
it would create a hardship on the part 
of those farmers, ranchers, and lenders 
to whom it would apply. 

I ask my colleagues to support this 
bill so that this credit program which 
is so important for America’s young 
and beginning farmers has the oppor-
tunity to be debated and reevaluated 
during the development of the next 
farm bill without causing undue hard-
ship with limited notice to the farmers 
and ranchers that use this important 
program. 

Mr. Speaker, I urge the passage of 
this bill, and I reserve the balance of 
my time. 

Mr. MELANCON. Mr. Speaker, I join 
with Mr. BOUSTANY and rise in support 
of Senate bill 4093. I would like to 
thank the leadership of the Senate Ag-
riculture Committee for sending this 
bill over to us. This bill is just an ex-
tension of the term limit waiver until 
September 30, 2007. It will allow us to 
fully discuss the issue of guaranteed 
loan eligibility during the farm bill. 

Passage of this legislation will en-
sure farmers and ranchers won’t be left 
without financing options with little or 
no notice. 

Mr. Speaker, this is especially impor-
tant in areas suffering from crop and 
livestock disasters the last several 
years. I urge the passage of this legisla-
tion. 

Mr. GOODLATTE. Mr. Speaker, I rise in 
support of S. 4093. This bill will modify the ex-
piration date of a provision of the farm bill 
dealing with farm credit so that it expires con-
current with the rest of the farm bill. Currently, 
a provision of the farm bill dealing with guar-
anteed loans for farmers and ranchers expires 
on December 31 of this year. The rest of the 
farm bill, however, does not begin to expire 
until September 30, 2007. By passing S. 4093, 
we are ensuring that this credit program has 
the opportunity to be fully debated during the 
development of the next farm bill. Should this 
provision expire in the next few days, it could 
create hardship on the part of those farmers, 
ranchers and lenders to whom it would apply. 
I ask my colleagues to support S. 4093 so that 
this credit program, which is important for 

America’s young and beginning farmers, has 
the opportunity to be debated and reevaluated 
during development of the next farm bill with-
out causing undue hardship with limited notice 
to the farmers and ranchers that use this im-
portant program. 

Mr. MELANCON. Mr. Speaker, I yield 
back the balance of my time. 

Mr. BOUSTANY. Mr. Speaker, I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Louisiana (Mr. 
BOUSTANY) that the House suspend the 
rules and pass the Senate bill, S. 4093. 

The question was taken; and (two- 
thirds of those voting having responded 
in the affirmative) the rules were sus-
pended and the Senate bill was passed. 

A motion to reconsider was laid on 
the table. 

f 

PREVENTING HARASSMENT 
THROUGH OUTBOUND NUMBER 
ENFORCEMENT ACT 

Mr. CANNON. Mr. Speaker, I move to 
suspend the rules and pass the bill 
(H.R. 5304) to amend title 18, United 
States Code, to provide a penalty for 
caller ID spoofing, and for other pur-
poses, as amended. 

The Clerk read as follows: 
H.R. 5304 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Preventing 
Harassment through Outbound Number En-
forcement Act’’. 
SEC. 2. CALLER ID SPOOFING. 

(a) IN GENERAL.—Chapter 47 of title 18, 
United States Code, is amended by adding at 
the end the following: 
‘‘§ 1039. Caller ID spoofing 

‘‘(a) IN GENERAL.—Whoever knowingly 
modifies caller ID information with the in-
tent to defraud or harass another person, or 
to use another person’s caller ID information 
without consent, shall be fined under this 
title, imprisoned for not more than five 
years, or both. 

‘‘(b) ATTEMPT; CONSPIRACY.—Whoever at-
tempts or conspires to commit an offense 
under subsection (a) of this section shall be 
punished as provided in subsection (a) of this 
section. 

‘‘(c) EXCEPTIONS.—This section does not 
prohibit the following: 

‘‘(1) Any blocking of caller ID information. 
‘‘(2) Any lawfully authorized investigative, 

protective, or intelligence activity of a law 
enforcement agency of the United States, a 
State, or a political subdivision of a State, 
or of an intelligence agency of the United 
States, or any activity authorized under 
chapter 224 of this title. 

‘‘(d) DEFINITIONS.—(1) In this section: 
‘‘(A) The term ‘caller ID information’ 

means information transmitted— 
‘‘(i) by a service or device; 
‘‘(ii) to the recipient of a telephone call; 

and 
‘‘(iii) regarding the telephone number of, 

or other information regarding the origina-
tion of, the telephone call. 

‘‘(B) The term ‘telephone call’ means a call 
made using a telecommunications service or 
VOIP service. 

‘‘(C) The term ‘VOIP service’ means a serv-
ice that— 

‘‘(i) provides real-time 2-way voice commu-
nications transmitted through customer 
premises equipment using Transmission Con-
trol Protocol/Internet Protocol, or a suc-
cessor protocol (including when the voice 
communication is converted to or from 
Transmission Control Protocol/Internet Pro-
tocol by the VOIP service provider and 
transmitted to the subscriber without use of 
circuit switching), for a fee; 

‘‘(ii) is offered to the public, or such classes 
of users as to be effectively available to the 
public (whether part of a bundle of services 
or separately); and 

‘‘(iii) has the capability to originate traffic 
to, and terminate traffic from, the public 
switched telephone network. 

‘‘(D) The term ‘State’ includes a State of 
the United States, the District of Columbia, 
and any commonwealth, territory, or posses-
sion of the United States. 

‘‘(2) A term used in a definition in para-
graph (1) has the meaning given such term in 
section 3 of the Communications Act of 1934 
(47 U.S.C. 153).’’. 

(b) CLERICAL AMENDMENT.—The table of 
sections at the beginning of chapter 47 of 
title 18, United States Code, is amended by 
adding at the end the following new item: 
‘‘1039. Caller ID spoofing.’’. 

PARLIAMENTARY INQUIRY 
Mr. SCOTT of Virginia. Mr. Speaker, 

I have a parliamentary inquiry. 
The SPEAKER pro tempore. The gen-

tleman will state it. 
Mr. SCOTT of Virginia. The Reading 

Clerk has read the title of the bill. 
Does that mean it is the originally in-
troduced bill without amendments? 

The SPEAKER pro tempore. The 
Chair understands that the motion is 
to suspend the rules and pass the bill 
as amended. 

Mr. SCOTT of Virginia. We have 
looked around the House for a bill, and 
we have been unable to find a bill in 
the Speaker’s lobby or on the Speak-
er’s desk, other than the introduced 
bill. Could someone explain to us what 
we are now considering? 

Mr. CANNON. Mr. Speaker, I think 
that we have five copies at the desk 
currently. 

The SPEAKER pro tempore. Some-
one will deliver a copy of the bill to the 
committee table. 

Mr. CANNON. Mr. Speaker, we are 
having a copy directed to Mr. Scott. He 
has got it. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Utah (Mr. CANNON) and the gentleman 
from Virginia (Mr. SCOTT) each will 
control 20 minutes. 

The Chair recognizes the gentleman 
from Utah. 

GENERAL LEAVE 
Mr. CANNON. Mr. Speaker, I ask 

unanimous consent that all Members 
have 5 legislative days within which to 
revise and extend their remarks and in-
clude extraneous materials on H.R. 
5304, as amended, currently under con-
sideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Utah? 

There was no objection. 
Mr. CANNON. Mr. Speaker, I rise in 

support of H.R. 5304, the Preventing 
Harassment through Outbound Number 
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Enforcement Act, the PHONE Act, 
which was introduced by Representa-
tive TIM MURPHY. I thank Mr. MURPHY 
for his leadership and commitment to 
this issue. 

In the last few years, the criminal ac-
tivity known as ‘‘spoofing’’ has been on 
the rise. Caller ID spoofing occurs 
when a person deliberately uses an in-
correct, fake or fraudulent caller iden-
tification to hide their identity in 
order to facilitate a fraudulent tele-
phone call and to harass, trick or fur-
ther a fraudulent scheme. The victims 
of this activity include the legitimate 
owner of a caller ID or the recipient of 
a fraudulent telephone call, who, as a 
result, may divulge legitimate finan-
cial or identifying information such as 
credit card numbers or other financial 
information. Spoofing is nothing less 
than criminal fraud. 

Spoofing technology has become 
more accessible to the average person, 
either through the purchase of Internet 
telephone equipment or through Web 
sites specifically set up to spoof. These 
Web sites promote spoofing as a device 
to commit fraud, prank phone calls and 
political attacks, and are used by tele-
marketers who are attempting to avoid 
the current ‘‘do not call’’ limits. 

H.R. 5304 creates a new Federal crime 
prohibiting the modification of caller 
ID to harass or commit fraud or use an-
other person’s ID without that person’s 
consent. The bill imposes a penalty of 
a prison term of up to 5 years and/or a 
fine for any violation. However, the 
legislation does not affect legally 
available blocking of caller ID tech-
nology or lawfully authorized activi-
ties of law enforcement intelligence 
agencies. 

This legislation will help to deter 
telephone fraud, to protect consumers 
from harassment, and to increase pro-
tection of consumers and their person-
ally identifiable data from fraudulent 
telephone use. 

I urge my colleagues to join together 
to pass this bipartisan legislation, H.R. 
5304. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. SCOTT of Virginia. Mr. Speaker, 
I would like to thank the gentleman 
from Pennsylvania for introducing the 
bill that addresses an important issue. 
People should be prohibited from de-
frauding, harassing others using this 
technology. A misleading caller ID can 
enable criminals to get information 
that they couldn’t otherwise get. It 
will enable people to harass. There may 
be, however, legitimate uses for this 
technology, and that is why I have to 
oppose the motion to suspend the rules 
and pass the bill at this point. 

b 2345 
There are a lot of people for whom it 

should be illegal. But, Mr. Speaker, I 
want to express my appreciation for 
them handing me a bill as the debate 
started. We have been negotiating the 
information in the bill. 

We had a hearing and we found that 
there are a lot of legitimate uses for 

this. For example, women’s shelters 
use misleading caller ID numbers. 
Businesses may use a misleading caller 
ID number if they are calling from one 
line of many lines. If they want people 
to call back on their main line, they 
want to use that caller ID. 

When we had our hearing we heard 
that we may want to differentiate from 
defrauding and harassing with a crimi-
nal intent for criminal gain as opposed 
to just harassing. Maybe we might not 
have a 5-year felony, you might want 
to have a misdemeanor. 

So I was under the impression earlier 
today that we were going to continue 
negotiating this and work on it and get 
a decent bill next year. 

Also I heard, Mr. Speaker, that the 
FBI has made recommendations on the 
bill. We don’t have that information 
yet because the recommendations have 
not been cleared by OMB. I would ask 
the chief sponsor or the proponents of 
the legislation why it is so important 
to pass the legislation before the Bush 
administration’s Federal Bureau of In-
vestigation comments can be consid-
ered? 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. CANNON. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, let me point out to the 
gentleman that this is in fact an ongo-
ing problem where we have crimes 
being committed and some difficulty in 
some cases actually having a rationale 
for prosecuting people that are using 
this sometimes in very harsh criminal 
circumstances. 

The original bill used the term ‘‘mis-
leading.’’ I think we have changed that 
now to ‘‘defraud or harass.’’ There is no 
legitimate purpose when you are talk-
ing about the defrauding or harassing. 

So I would encourage my colleagues 
to support this bill. It is much im-
proved, taking into account the con-
cerns of the gentleman from Virginia, 
and I believe that it is an appropriate 
bill, a bill that is well-drafted now, and 
I would urge its passage. 

Mr. Speaker, I yield such time as he 
may consume to the gentleman from 
Pennsylvania (Mr. MURPHY), the au-
thor of the bill. 

Mr. MURPHY. Mr. Speaker, I rise to 
ask for support for my bill, H.R. 5304, 
the Preventing Harassment through 
Outbound Number Enforcement Act, or 
the PHONE Act. 

This bill is a critically important 
consumer protection from fraud, decep-
tion and other crimes. It offers for the 
first time criminal penalties for those 
who falsify a caller ID number in the 
commission of a crime. 

Over the years, Congress has repeat-
edly worked to prevent consumers from 
identity theft. Unfortunately, with new 
technology comes new risks and new 
opportunities for criminals to evade 
the law. One of these new technologies 
used by thieves is the practice of call 
spoofing or caller ID fraud. 

With caller ID fraud, one masks their 
identity by altering their outbound 

caller ID number in order to mislead 
the call recipient. In other words, you 
can make a call from your phone, but 
to the one who is receiving the call, 
your caller ID number can be anything 
you so choose. In short, caller ID fraud 
takes away accountability from people 
who wish to do harm to others. 

Today, 21st century criminals are 
using fake caller identification to 
anonymously defraud and harass Amer-
icans all across the country. That is 
why I am so pleased that Congress is 
considering H.R. 5304 tonight, in order 
to penalize caller ID fraud perpetra-
tors. 

This bill is particularly necessary to 
protect American families and the el-
derly now. It doesn’t take much imagi-
nation to understand how dangerous 
this practice could be for unsuspecting 
people. 

For example, a criminal could try to 
obtain personal financial information 
from individuals by falsely using a 
bank’s phone number. An ex-spouse can 
harass a former wife or husband who 
has blocked calls from the ex-spouse’s 
phone line. A pedophile could stalk a 
child by using a school phone number 
or the phone number of a friend of the 
child. A sexual predator could use a 
doctor’s office phone number. Or a ter-
rorist could make threats from a gov-
ernment phone number, and there is no 
quick way to trace that original call. 

The criminal use of caller ID fraud is 
not just a possibility. Here are some 
very real-world examples of caller ID 
fraud that are very disturbing. 

The AARP Bulletin reported a case 
in which people received calls which 
falsely claimed that they missed jury 
duty. To avoid prosecution, callers told 
their victims that they needed to give 
their Social Security number and other 
personal information. The phone num-
ber that appeared in the caller ID was 
from the local county courthouse, so 
people assumed the caller was telling 
the truth. 

A security company, Secure Science 
Corporation, has stated that criminals 
have accessed these legal call spoofing 
Internet sites in order to protect their 
identities while they buy stolen credit 
card numbers. These individuals then 
call a money transfer service, such as 
Western Union, and use a fake caller ID 
and a stolen credit card number to 
order cash transfers to themselves. 

If the name on the credit card is 
John Doe of 123 Main Street and the 
caller ID number that shows up is for 
John Doe of 123 Main Street, it is easy 
to see how someone can be deceived 
into credit card fraud. 

Here is another example. In 2005, 
SWAT teams surrounded an empty 
building in New Brunswick, New Jer-
sey, after police received a call from a 
woman who said she was being held 
hostage in an apartment. However, the 
woman had intentionally used a false 
caller ID and she was not in the apart-
ment at all. Imagine what might have 
happened when those SWAT teams 
showed up. Imagine what might have 
happened. 
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This practice of making a false alarm 

to a SWAT team has occurred numer-
ous times across the country. So, not 
only does this practice have the poten-
tial for tragedy, but it also diverts po-
lice and can be used to mask other 
crimes or homeland security threats. 

It is for these reasons that I intro-
duced H.R. 5304, to punish those who 
engage in the intentional practice of 
misleading others into caller ID fraud. 
Violators of the bill will be subject to 
a penalty of up to 5 years in prison and 
a maximum fine of $250,000. There is no 
mandatory sentencing involved in this 
bill. 

I am hopeful the Senate can quickly 
approve the bill, so we can send this 
bill to the President and protect con-
sumers. 

Mr. Speaker, I should point out that 
the bill came together in a bipartisan 
fashion. The bill was examined at hear-
ings of the Judiciary Subcommittee on 
Crime, Terrorism, and Homeland Secu-
rity on November 15 of this year. My 
two distinguished colleagues, Chair-
man HOWARD COBLE and Ranking Mem-
ber BOBBY SCOTT of Virginia asked 
many probing questions and offered in-
sights that were invaluable. Their legal 
expertise truly improved this bill and 
made sure it was not one that dealt at 
all with those who may use these in 
legal fashions, those that would not be 
considered crimes. 

Thanks to their input, the bill was 
amended to achieve an agreement and 
brought before the House tonight. I 
sincerely thank them and everybody 
else on the Judiciary Committee for 
their cooperation on this bill and their 
commitment to this important con-
sumer protection. 

I certainly also want to thank Chair-
man SENSENBRENNER and the full com-
mittee and congratulate him on his re-
markable tenure as chairman of the 
House Judiciary Committee. 

I want to thank Phil Kiko, general 
counsel of the House Judiciary Com-
mittee; Mike Layman, my legislative 
director; and especially Susan 
Mosychuk, my chief of staff. 

Mr. Speaker, over the years, Con-
gress has been routinely criticized as a 
reactive institution. Tonight, that 
Congress takes a proactive step to 
move a bill that addresses a problem 
before further tragedies occur. This bill 
will help to stop crime, protect iden-
tity theft and protect lives, and I urge 
all Members to support the PHONE 
bill. 

Mr. SCOTT of Virginia. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

Mr. Speaker, this was earlier identi-
fied as bipartisan legislation. It is leg-
islation that is supported in principle 
by both sides. However, I would point 
out that as of this morning, there were 
no Democratic cosponsors. But it is im-
portant legislation, because of the ex-
amples cited by the gentleman from 
Pennsylvania, and the bill is still a 
work in progress. 

It is an improved bill. In fact, it in-
cludes many amendments that have 

been discussed. One, it limits the appli-
cation of the bill to cases where there 
is harassment or defrauding, not just 
misleading. I think that is an impor-
tant improvement. And there is lan-
guage offered by this side that ad-
dressed the case we heard where some-
one else’s caller ID number was being 
used, people were making insulting 
phone calls, they would look at their 
caller ID and then call the person 
whose caller ID number was there. He 
didn’t know anything about it and he 
was getting all of these complaining 
phone calls. Both of these are good im-
provements. 

But I would still be interested in 
knowing what the FBI might have to 
say about it. They have to enforce the 
law. They might have some important 
suggestions that would be important to 
include in the bill. 

I would ask the proponents of the bill 
again why it is so important to con-
sider the legislation before the FBI has 
had an opportunity to be heard? We 
don’t have to adopt their ideas, but it 
seems to me that since they are going 
to enforce it, we ought to at least lis-
ten to what they have to say. 

We had indicated to the other side 
that we would bring it up as one of the 
first bills next year if we could get the 
FBI consideration, continue negoti-
ating the little details and have a bill 
that we could be proud of. 

However, Mr. Speaker, we are having 
it today, a work in progress, where this 
side just gets handed the legislation as 
the debate starts, which is I think in-
sulting, and I think we have heard ref-
erences to what happens in the middle 
of the night. Hopefully we can get the 
answer about the FBI from the other 
side. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. CANNON. Mr. Speaker, I yield 
myself such time as I may consume. 

I would like to introduce for the 
RECORD a letter dated today, from the 
Department of Justice, that I think an-
swers some of the questions that the 
gentleman from Virginia has asked. We 
will see that a copy of this is delivered 
to the gentleman. 

DEPARTMENT OF JUSTICE, OFFICE OF 
LEGISLATIVE AFFAIRS, OFFICE OF 
THE ASSISTANT ATTORNEY GEN-
ERAL, 

Washington, DC, December 8, 2006. 
Hon. F. JAMES SENSENBRENNER, JR. 
Chairman, Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR MR. CHAIRMAN: The Department of 
Justice appreciates the opportunity to com-
ment on H.R. 5304, the ‘‘Preventing Harass-
ment through Outbound Number Enforce-
ment Act’’ (‘‘PHONE Act’’). As Deputy As-
sistant Attorney General Barry Sabin testi-
fied before the Subcommittee on Crime, Ter-
rorism, and Homeland Security last month, 
we support Congressional action to give law 
enforcement better tools to protect our citi-
zens and our country from identity thieves, 
stalkers, and other criminals. 

Overall, the bill would support the Depart-
ment’s efforts to combat the threats caused 
by the widespread availability of ‘‘caller ID 
spoofing.’’ As noted at the Subcommittee’s 

hearing on the PHONE Act, these threats in-
clude preying on the elderly, harassment of 
telephone users, and dangerous false alarms 
to public safety personnel. Caller ID spoofing 
facilitates a number of serious crimes, in-
cluding identity theft, pretexting, and pri-
vacy invasions. It can also be used to hamper 
important, time sensitive investigations. 

The Department was especially pleased to 
see that the scope of the bill includes both 
conventional telephone calling and many 
types of voice over Internet protocol 
(‘‘VOIP’’) services. VOIP is an important new 
advance in the way Americans communicate, 
and our laws need to keep up with such tech-
nological advances if these new innovations 
are to reach their full potential. 

The drafters also have wisely recognized 
that, at times, it may be necessary to modify 
caller ID information in the course of au-
thorized law enforcement and intelligence 
operations. Accordingly, the bill properly in-
cludes an exception for these legitimate law 
enforcement and intelligence activities. 

The Department has a number of rec-
ommendations (described below) to clarify 
the bill and to make it even more effective. 

A. The bill could be made more effective by 
creating a more graduated series of offenses. 

Proposed Section 1038(a) creates only a sin-
gle offense, a felony. A felony is a very seri-
ous charge that carries heavy penalties that 
may not be proportional to the conduct at 
issue in every case. The drafters may wish to 
consider a more graduated series of offenses 
that would allow prosecutors to charge mis-
demeanor offenses in appropriate cir-
cumstances. For instance, felony penalties 
could be reserved for caller ID spoofing done 
in furtherance of another crime or tort, 
while those playing practical jokes could be 
charged with a misdemeanor offense. This 
could lead to greater use of the statute and 
more just results. Such an approach has been 
implemented in other federal criminal stat-
utes such as 18 U.S.C. § 1030(c)(2)(B) (part of 
the Computer Fraud and Abuse Act) and 18 
U.S.C. § 270 I (b) (the criminal provision in 
the Electronic Communications Privacy 
Act). 

B. The bill could be made more effective by 
prohibiting attempts. 

A prosecution should not depend on wheth-
er a criminal was successful in the object of 
his or her crime. Thus, if a call placed by a 
criminal attempting to mislead another does 
not go through for some reason, the criminal 
should be punishable as if the call had been 
completed. Such failures may occur where a 
service has blocked certain numbers, such as 
911, or even for more mundane technical 
problems. These failures do not make the 
criminal any less culpable for attempting to 
mislead others. Thus, we recommend that 
the bill punish attempts the same as the sub-
stantive offense. 

C. The new provision should be numbered 
18 U.S.C. § 1039. 

The bill seeks to add a new provision to 
the end of Chapter 47 of Title 18. Section 1038 
in Title 18 already exists, however, and we 
understand that there is a good chance that 
a bill currently moving through Congress 
would create a new section numbered 1039. 
Thus, this bill should be numbered either 
1039 or 1040 instead. 

D. The drafters may wish to include a clear 
statement of jurisdiction. 

We believe that the bill as written contains 
a sufficient nexus to interstate commerce to 
justify federal jurisdiction in most cases. 
Nevertheless, in order to make jurisdiction 
even more clear, the Committee may want to 
consider adding the phrase ‘‘using any facil-
ity or means of interstate or foreign com-
merce’’ to proposed subsection 1038(a). Alter-
natively, it may be helpful to include a spe-
cific finding regarding jurisdiction in the 
Committee’s report. 
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E. The bill can be made more effective by 

prohibiting ‘‘generating and transmitting’’ 
misleading caller identification information 
in addition to ‘‘modifying’’ such informa-
tion. 

Some of the caller ID spoofing services 
available today do not actually modify caller 
ID information. As a technical matter, the 
service creates a new telephone call, thereby 
generating or transmitting new caller ID in-
formation. To take into account such situa-
tions, we recommend that, in addition to 
modifying information, the bill also cover 
generating or transmitting caller ID infor-
mation with an intent to mislead. 

F. The bill can be made more effective by 
prohibiting caller ID spoofing with the in-
tent to mislead any other person. 

Caller ID spoofing can be used not only to 
mislead call recipients, but also to defraud 
communications service providers. In addi-
tion to misreporting the information that 
eventually is displayed on call recipients’ 
caller ID displays, the same methods can be 
and are used to falsify the telephone num-
bers that carriers use to determine appro-
priate billing for calls that are carried on 
their networks. The bill can be strengthened 
to include this type of fraud by prohibiting 
misleading ‘‘any other person’’ rather than 
only misleading call recipients. 

G. The bill can be made more effective by 
clarifying the definition of ‘‘caller ID infor-
mation. ‘‘ 

As currently drafted, the definition of 
‘‘caller ID information’’ is difficult to parse. 
We would recommend rewording proposed 
subsection 1038(c)(1)(A) to say ‘‘The term 
‘caller ID information’ means information 
regarding the origination of the telephone 
call, including the telephone number of the 
originating party.’’ 

H. The bill can be made more effective by 
focusing the definition of ‘‘telephone call’’ 
on the service used to receive calls rather 
than the service used to make calls. 

The bill seeks to cover matters involving 
‘‘telephone calls.’’ A ‘‘telephone call’’ is de-
fined as a ‘‘call made using a telecommuni-
cations service or a VOIP service.’’ See pro-
posed subsection 1038(c)(1)(B) (emphasis 
added). This definition focuses on the service 
being used to make the call, thereby allow-
ing the person seeking to mislead others to 
avoid criminal liability by choosing a service 
not covered by the statute. For example, a 
caller using a service that allows only out-
bound calls to the public switched telephone 
network (PSTN) would not be covered (with-
out the modifications suggested in Section I 
below), even though ordinary telephone users 
would be receiving such calls. The bill’s cov-
erage more properly should depend on the 
type of service being used to receive the call, 
since it is call recipients that the bill seeks 
to protect from being misled. We recommend 
that the definition of ‘‘telephone call’’ be 
changed to read ‘‘The term ‘telephone call’ 
means a communication made using or re-
ceived on a telecommunications service or 
VOIP service.’’ 

I. The bill can be made more effective by 
expanding the definition of ‘‘VOIP service.’’ 

We have a number of concerns with the 
narrow scope of the definition of ‘‘VOIP serv-
ice,’’ a definition that soon could be over-
taken by advances in technology. It is im-
portant to craft this definition well not only 
because of the effect it would have on the 
scope of this bill, but because of the effect it 
could have on the scope of other important 
programs, such as the Communications As-
sistance for Law Enforcement Act and emer-
gency response services. As Thomas Navin, 
Chief of the Wireline Competition Bureau of 
the Federal Communications Commission, 
testified before the Subcommittee on Tele-
communications and the Internet of the En-

ergy and Commerce Committee, ‘‘a restric-
tive definition of VOIP . . . might establish 
a statutory precedent that would restrict the 
Commission’s authority to protect life and 
property in both the public safety and law 
enforcement contexts.’’ The Department has 
expressed similar concerns in regulatory pro-
ceedings and in connection with other bills 
introduced this Congress, and we would re-
spectfully raise those same concerns with 
this Committee. 

1. The bill can be made more effective by 
eliminating the requirement that a VOIP 
service be transmitted ‘‘through customer 
premises equipment.’’ 

It is not clear why protection from being 
misled by caller ID information should de-
pend on whether VOIP service is transmitted 
‘‘through customer premises equipment,’’ as 
set forth in proposed subsection 
1038(c)(1)(C)(i). We therefore suggest deleting 
these words (‘‘through customer premises 
equipment’’) to broaden the scope of the bill. 

2. The bill can be made more effective by 
eliminating the requirement that a VOIP 
service use Transmission Control Protocol. 

The bill should not be limited to services 
that use the Transmission Control Protocol 
(‘‘TCP’’), as many current VOIP services use 
another protocol (that is not a successor to 
TCP) called the User Datagram Protocol 
(‘‘UDP’’). We therefore recommend that 
‘‘Transmission Control Protocol/’’ be deleted 
from proposed subsection 1038(c)(1)(C)(i). 

3. The bill can be made more effective by 
clarifying the parenthetical in the definition 
of a ‘‘VOIP service.’’ 

Proposed subsection 1038(c)(1)(C)(i) pro-
vides that a VOIP service is covered even 
when the Internet protocol conversion is per-
formed ‘‘without use of circuit switching.’’ 
The Department believes that this provision 
is unclear. We recommend that the par-
enthetical be clarified. 

4. The bill can be made more effective by 
eliminating the requirement that a VOIP 
service be offered ‘‘for a fee.’’ 

The Department believes it would be pref-
erable that the bill’s prohibition not depend 
on the provider’s business model, that is, not 
apply only to those VOIP services offered 
‘‘for a fee.’’ See proposed subsection 
1038(c)(1)(C)(i). At least some VOIP services 
are offered at no charge and will be sup-
ported by revenue generated from sources 
other than user fees, such as advertising rev-
enue. In fact, several VOIP providers are cur-
rently offering free calls to or from the 
PSTN. There is no reason why the business 
model of the service provider should have an 
impact on the scope of the bill’s coverage. 

5. The bill can be made more effective by 
eliminating the requirement that a VOIP 
service must offer two-way interconnection 
to the PSTN. 

The bill also limits ‘‘VOIP service’’ to a 
service that ‘‘has the capability to originate 
traffic to, and terminate traffic from, the 
public switched telephone network [PSTN].’’ 
See proposed 18 U.S.C. § 1038(c)(l)(C)(iii) (em-
phasis added). This provision is unneces-
sarily restrictive for two reasons. First, 
some VOIP providers offer services that only 
allow one of those two capabilities. Under 
the definition in the bill, a call to a person’s 
telephone is not a ‘‘telephone call’’ if the 
caller’s service does not also allow that 
originator to receive calls from the PSTN. 
There is no reason a person should be al-
lowed to mislead call recipients, even ones 
using traditional telephone service, simply 
because he or she uses a service that re-
stricts incoming calls. Even if the bill were 
amended as suggested above to focus on the 
service used to receive calls, there is no rea-
son why subscribers to receive-only services 
should be less protected from fraudulent 
caller ID information simply because their 

ability to call out is limited. We recommend 
that, at a minimum, the word ‘‘and’’ be 
changed to ‘‘or’’ in proposed subsection 
1038(c)(l)(C)(iii). 

In addition, the bill only covers services 
that are capable of interconnecting with the 
PSTN. Reference to the PSTN could be inter-
preted to limit its applicability to one par-
ticular set of wires, i.e., the traditional tele-
phone network. If, as some predict, the fu-
ture of telephone communications shifts en-
tirely away from that older network, the bill 
could become a dead letter. We recommend 
adding ‘‘or a successor network’’ at the end 
of proposed subsection 1038(c)(1)(C)(iii). 

J. The bill can be more effective by includ-
ing a forfeiture provision. 

In addition, the Department believes the 
bill would have more deterrent effect if it 
also included a forfeiture provision. Specifi-
cally, a court could order the convicted 
party to forfeit the proceeds derived from 
the offense, along with equipment used to fa-
cilitate the offense. The language for a for-
feiture provision could be modeled on the 
wording used for the CAN–SPAM Act of 2003. 
See 18 U.S.C.A. § 1037(c). 

K. The bill can be made more effective by 
giving prosecutors tools to combat money 
laundering of illegal proceeds of violations of 
the PHONE Act and the CAN–SPAM Act. 

We recommend adding proposed section 
1039 and existing section 1037 to the list of 
‘‘specified unlawful activities’’ in section 
1956(c)(7)(D) of title 18. This amendment 
would make certain financial transactions 
involving the proceeds of violations of sec-
tions 1037 and 1039 money laundering offenses 
under 18 U.S.C. §§ 1956 and 1957, and it will 
provide for the civil forfeiture of such pro-
ceeds. See 18 U.S.C. § 981(a)(l)(C) (providing 
for the civil forfeiture of proceeds of crimes 
designated as ‘‘specified unlawful activity’’). 
Existing law provides that comparable 
crimes, e.g., violations of 18 U.S.C. § 1030 
(computer fraud and abuse) constitute speci-
fied unlawful activities. 

For convenience, we have included rec-
ommended edits to the text of the bill in 
order to accomplish many of the rec-
ommendations suggested above (attached 
hereto as Appendix A). The Department ap-
preciates the Committee’s leadership in en-
suring that our country’s laws meet this new 
challenge. Thank you for the opportunity to 
comment on the bill and for your continuing 
support. 

The Office of Management and Budget has 
advised that there is no objection to the 
presentation of these views from the stand-
point of the Administration’s program. If we 
may be of additional assistance, please do 
not hesitate to contact this office. 

Sincerely, 
JAMES H. CLINGER, 

Acting Assistant Attorney General. 

Mr. CANNON. Mr. Speaker, the De-
partment of Justice supports the bill. 
We recognize that sometimes in the 
helter-skelter of closing up Congress, 
things happen quickly and maybe not 
perfectly. I think this bill is a good 
bill. I think this bill does what we need 
it to do. I think we have answered the 
major questions here. We may have to 
revisit it sometime in the future, but I 
would like to see law enforcement have 
this tool. 

So I urge my colleagues to support 
the passage of the bill. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. SCOTT of Virginia. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

VerDate Aug 31 2005 03:26 Dec 10, 2006 Jkt 059060 PO 00000 Frm 00215 Fmt 4634 Sfmt 0634 E:\CR\FM\A08DE7.145 H08DEPT1hm
oo

re
 o

n 
P

R
O

D
1P

C
68

 w
ith

 H
M

H
O

U
S

E



CONGRESSIONAL RECORD — HOUSEH9196 December 8, 2006 
Mr. Speaker, when the FBI testified 

on the bill, they indicated they had 
some concerns. I assume I will get the 
concerns after we finish considering 
the bill. We had to beg for a copy of the 
legislation so we would know what we 
are debating. Now, I guess, would it 
hurt your feelings to let me know what 
the FBI had to say about it? They had 
concerns when they testified on the 
bill. Let me just say that. I will just 
wait over here until I can get a copy of 
their comments so I know what they 
said. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. CANNON. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, we have a copy of those 
comments on the way over to the gen-
tleman from Virginia. I would hope we 
would never require begging in this in-
stitution for access to information, and 
I apologize for any inconvenience. 

While we are delivering the Depart-
ment of Justice’s letter, the first para-
graph of which talks about supporting 
the bill, I would be happy to yield to 
the gentleman from Pennsylvania such 
time as he may consume. 

Mr. MURPHY. Mr. Speaker, I wanted 
to address Mr. SCOTT’s concerns. I 
know during the Judiciary Committee 
the gentleman from Virginia raised a 
couple of very important issues. One, 
he wanted to make sure there were no 
mandatory sentencing penalties in 
this; and, two, to make sure it did not 
disallow some legal practices. 

For example, businesses may use a 
caller ID when they call someone to 
protect the privacy of people within 
that business. Indeed, my under-
standing is the wording of this does ad-
dress that, according to what Judiciary 
and the Department of Justice has 
looked at with that wording. 

So it made sure that those within a 
business may have use or those with 
other legitimate uses for using a caller 
ID. It is only related to those who har-
ass or defraud others, so only specifi-
cally in the commission of a crime. I 
just want to say it addressed those 
issues, as far as I know. 

Mr. CANNON. Mr. Speaker, has the 
gentleman from Virginia had the op-
portunity to review the document and 
the bill? 

Mr. SCOTT of Virginia. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

Actually I would say to the gen-
tleman from Utah, I haven’t gotten 
any letter from the Justice Depart-
ment yet. I assume it is in transit. It is 
a long way from that side of the aisle 
to this side of the aisle. I don’t know 
what kind of communication method 
we are using, but I haven’t gotten it 
yet. 

I would point out, as the gentleman 
from Pennsylvania has indicated, when 
we make calls out of our offices in Con-
gress, the caller ID number that shows 
up on someone’s caller ID machine is 
some nonworking switchboard number. 

Mr. CANNON. Mr. Speaker, if the 
gentleman would yield, one of the 

greatest pains in my life is the fact 
that we have colleagues in this institu-
tion who are sometimes troublesome, 
and so we get that caller ID and I think 
it is from my office and I end up talk-
ing to one of my colleagues I might not 
have talked to if I wasn’t being spoofed 
by the institution. 

My understanding is we had to make 
a copy of that letter. Apparently it was 
the only one we had. So we will have a 
copy coming to you momentarily. It is 
being delivered currently to your staff. 

Mr. SCOTT of Virginia. Mr. Speaker, 
having just been handed the letter and 
gone through it very quickly, I would 
just point out that the last sentence on 
the first page says, ‘‘The department 
has a number of recommendations (de-
scribed below) to clarify the bill and to 
make it even more effective.’’ 

They suggest, just briefly going 
through it, A, B, C, D, E, F, G, H, I, 1, 
2, 3, 4, 5, J, K, improvements needed for 
the bill. 

b 0000 

I do not know if this is a copy or 
original or what, but I hope everybody 
reads the letter that was entered pre-
viously in the RECORD so they will 
know that we are taking this action 
before we have had any time to con-
sider the recommendations of the FBI 
which will have the responsibility of 
enforcing the bill, if it ever becomes 
law at the end of this session. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. CANNON. Mr. Speaker, I yield 
myself such time as I may consume. 

Let me point out to the gentleman 
that those are not recommendations of 
things that are needed to improve the 
bill but suggestions for improvement of 
the bill, and I would ask my colleagues 
to support the bill as it stands. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. SCOTT of Virginia. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

A, the bill could be made more effec-
tive by creating a more graduated se-
ries of offenses and then details. 

B, the bill could be made more effec-
tive by prohibiting attempts, then a 
description. 

C, a new provision should be num-
bered 18 U.S.C. 1039 and a description. 

D, the drafters may wish to include a 
clear statement of jurisdiction. 

E, the bill could be made more effec-
tive by prohibiting, generating, and 
transmitting misleading caller identi-
fication information in addition to 
modifying such information, on and on 
and on. 

These are substantive recommenda-
tions that we are just going to ignore 
by taking this bill up in the middle of 
the night right here at the end of the 
session with a bill that has been hand-
ed to this side at the last minute, with 
the FBI recommendations that have 
been hiding the ball right up until I de-
manded it, and then they finally let it 
go. 

This is a ridiculous way to put things 
in the Criminal Code, and I would hope 
we would defeat the legislation. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. CANNON. Mr. Speaker, I yield 
myself such time as I may consume 
and would like to point out, I am sure 
the gentleman when he talks about 
hiding the ball he is not referring to us. 
We have been working with the Justice 
Department to get this information. 

We got to the gentleman’s office this 
bill by midday today and, again, we 
apologize for the technical difficulties. 
I am not sure if the gentleman opposes 
the bill in substance, but I would again 
encourage my colleagues to support 
the bill. 

It is my understanding the gen-
tleman is likely to be the chairman of 
the Crime Subcommittee next year and 
can bring this up and improve it with 
all of the comments and the sugges-
tions that the Justice Department has 
proposed, and therefore I hope that he 
will join with me in supporting this bill 
for its passage. I encourage my col-
leagues to pass it. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. SCOTT of Virginia. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

Mr. Speaker, I cannot support the 
bill in its present form. I think we can 
put a bill together if we are given time. 
Since we have little time, we got 
through E. F is the bill can be made 
more effective by prohibiting caller ID 
spoofing with the intent to mislead any 
other person. 

G, the bill could be made more effec-
tive by clarifying the definition of 
‘‘caller ID information.’’ 

H, the bill can be made more effec-
tive by focusing the definition of ‘‘tele-
phone call’’ on the service used to re-
ceive calls rather than the service used 
to make calls. 

I, the bill can be made more effective 
by expanding the definition of ‘‘VOIP 
service.’’ 

Then one, they could go through 
what the VOIP service details. 

The bill can be made more effective 
by including a forfeiture provision. 

The bill can be made more effective 
by giving prosecutors tools to combat 
money laundering of illegal proceeds of 
violations of the PHONE Act and the 
CAN-SPAM Act. 

Mr. Speaker, you will remember that 
we were not going to get this until I 
demanded it time and time again and 
they finally produced it, and now we 
find out that the information from the 
FBI is very critical of the bill, sug-
gesting that it needs a lot of work, and 
we can do the work. We could sit down 
and hammer it out. I think everybody 
agrees that something needs to be done 
about this situation. It is a work in 
progress. 

I notice in here an amendment that 
was suggested this afternoon is, in fact, 
in the bill in a slightly different word-
ing and I think better wording in the 
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bill than the original suggestion. So it 
is a work in progress. 

But, Mr. Speaker, this is not the way 
we ought to be legislating. We can do 
better than this, and I think we ought 
to defeat the bill now, bring it up early 
in the next session, and have a product 
that everybody can be proud of. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. CANNON. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, I appreciate the gentle-
man’s concerns and would point out if 
he had more time with the bill, if the 
staff had gotten it to him earlier 
today, I suspect he would have seen 
that many of the suggestions he has 
made here or suggestions he has read 
from the Department of Justice docu-
ment have actually been taken into ac-
count. Misleading, for instance, is one 
of the terms that has been adjusted be-
cause it is very difficult to deal with. 

The question here is are we going to 
let the perfect be the enemy of the 
good. This is a bill that is very impor-
tant to the American people. If you are 
a divorcee and your husband is 
harassing you and he is using a fake 
phone number to do it, you do not want 
to wait until next session. You want 
the bill passed now so that your former 
husband is going to be more careful 
and not abuse you and your children 
and maybe not subject you to injury or 
harm. 

I suggest that those people that are 
using spoofing need to be told today 
that this is inappropriate, and I urge 
passage of this bill. 

Mr. Speaker, I yield back the balance 
of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Utah (Mr. CANNON) 
that the House suspend the rules and 
pass the bill, H.R. 5304, as amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds of 
those voting have responded in the af-
firmative. 

Mr. SCOTT of Virginia. Mr. Speaker, 
I object to the vote on the ground that 
a quorum is not present and make the 
point of order that a quorum is not 
present. 

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX and the 
Chair’s prior announcement, further 
proceedings on this question will be 
postponed. 

The point of no quorum is considered 
withdrawn. 

f 

MESSAGE FROM THE SENATE 

A message from the Senate by Ms. 
Curtis, one of its clerks, announced 
that the Senate has passed a bill of the 
following title in which the concur-
rence of the House is requested: 

S. 4121. An act to provide optional funding 
rules for employers in applicable multiple 
employer pension plans. 

COMPETE ACT OF 2006 
Mr. CANNON. Mr. Speaker, I move to 

suspend the rules and pass the Senate 
bill (S. 3821) to authorize certain ath-
letes to be admitted temporarily into 
the United States to compete or per-
form in an athletic league, competi-
tion, or performance. 

The Clerk read as follows: 
S. 3821 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as either the ‘‘Cre-
ating Opportunities for Minor League Profes-
sionals, Entertainers, and Teams through 
Legal Entry Act of 2006’’ or the ‘‘COMPETE 
Act of 2006’’. 
SEC. 2. NONIMMIGRANT ALIEN STATUS FOR CER-

TAIN ATHLETES. 
(a) IN GENERAL.—Section 214(c)(4)(A) of the 

Immigration and Nationality Act (8 U.S.C. 
1184(c)(4)(A)) is amended by striking clauses 
(i) and (ii) and inserting the following: 

‘‘(i)(I) performs as an athlete, individually 
or as part of a group or team, at an inter-
nationally recognized level of performance; 

‘‘(II) is a professional athlete, as defined in 
section 204(i)(2); 

‘‘(III) performs as an athlete, or as a coach, 
as part of a team or franchise that is located 
in the United States and a member of a for-
eign league or association of 15 or more ama-
teur sports teams, if— 

‘‘(aa) the foreign league or association is 
the highest level of amateur performance of 
that sport in the relevant foreign country; 

‘‘(bb) participation in such league or asso-
ciation renders players ineligible, whether 
on a temporary or permanent basis, to earn 
a scholarship in, or participate in, that sport 
at a college or university in the United 
States under the rules of the National Colle-
giate Athletic Association; and 

‘‘(cc) a significant number of the individ-
uals who play in such league or association 
are drafted by a major sports league or a 
minor league affiliate of such a sports 
league; or 

‘‘(IV) is a professional athlete or amateur 
athlete who performs individually or as part 
of a group in a theatrical ice skating produc-
tion; and 

‘‘(ii) seeks to enter the United States tem-
porarily and solely for the purpose of per-
forming— 

‘‘(I) as such an athlete with respect to a 
specific athletic competition; or 

‘‘(II) in the case of an individual described 
in clause (i)(IV), in a specific theatrical ice 
skating production or tour.’’. 

(b) LIMITATION.—Section 214(c)(4) of the 
Immigration and Nationality Act (8 U.S.C. 
1184(c)(4)) is amended by adding at the end 
the following: 

‘‘(F)(i) No nonimmigrant visa under sec-
tion 101(a)(15)(P)(i)(a) shall be issued to any 
alien who is a national of a country that is 
a state sponsor of international terrorism 
unless the Secretary of State determines, in 
consultation with the Secretary of Homeland 
Security and the heads of other appropriate 
United States agencies, that such alien does 
not pose a threat to the safety, national se-
curity, or national interest of the United 
States. In making a determination under 
this subparagraph, the Secretary of State 
shall apply standards developed by the Sec-
retary of State, in consultation with the 
Secretary of Homeland Security and the 
heads of other appropriate United States 
agencies, that are applicable to the nationals 
of such states. 

‘‘(ii) In this subparagraph, the term ‘state 
sponsor of international terrorism’ means 

any country the government of which has 
been determined by the Secretary of State 
under any of the laws specified in clause (iii) 
to have repeatedly provided support for acts 
of international terrorism. 

‘‘(iii) The laws specified in this clause are 
the following: 

‘‘(I) Section 6(j)(1)(A) of the Export Admin-
istration Act of 1979 (50 U.S.C. App. 
2405(j)(1)(A)) (or successor statute). 

‘‘(II) Section 40(d) of the Arms Export Con-
trol Act (22 U.S.C. 2780(d)). 

‘‘(III) Section 620A(a) of the Foreign As-
sistance Act of 1961 (22 U.S.C. 2371(a)).’’. 

(c) PETITIONS FOR MULTIPLE ALIENS.—Sec-
tion 214(c)(4) of the Immigration and Nation-
ality Act (8 U.S.C. 1184(c)(4)), as amended by 
subsection (b), is further amended by adding 
at the end the following: 

‘‘(G) The Secretary of Homeland Security 
shall permit a petition under this subsection 
to seek classification of more than 1 alien as 
a nonimmigrant under section 
101(a)(15)(P)(i)(a).’’. 

(d) RELATIONSHIP TO OTHER PROVISIONS OF 
THE IMMIGRATION AND NATIONALITY ACT.— 
Section 214(c)(4) of the Immigration and Na-
tionality Act (8 U.S.C. 1184(c)(4)), as amended 
by subsections (b) and (c), is further amended 
by adding at the end the following: 

‘‘(H) The Secretary of Homeland Security 
shall permit an athlete, or the employer of 
an athlete, to seek admission to the United 
States for such athlete under a provision of 
this Act other than section 101(a)(15)(P)(i) if 
the athlete is eligible under such other pro-
vision.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Utah (Mr. CANNON) and the gentleman 
from Michigan (Mr. CONYERS) each will 
control 20 minutes. 

The Chair recognizes the gentleman 
from Utah. 

GENERAL LEAVE 
Mr. CANNON. Mr. Speaker, I ask 

unanimous consent that all Members 
may have 5 legislative days within 
which to revise and extend their re-
marks and include extraneous material 
on S. 3821, currently under consider-
ation. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Utah? 

There was no objection. 
Mr. CANNON. Mr. Speaker, I yield 

myself such time as I may consume, 
and I rise in support of Senate 3821, the 
COMPETE Act of 2006. S. 3821 would 
allow minor league professional ath-
letes and certain performers to utilize 
the P–1 visa category. 

The P–1 visa category allows inter-
nationally recognized performers, in-
cluding athletes, artists and enter-
tainers, to temporarily enter the U.S. 
for a specific event, competition or per-
formance. To date, Citizenship and Im-
migration Services has interpreted the 
Immigration and Nationality Act in 
such a way that only allows major 
league professional athletes to utilize 
the P–1 visa category. 

Minor league baseball and hockey 
players and some professional per-
formers have been forced to utilize the 
H–2B visa category, which is capped at 
66,000 visas annually and has been over-
subscribed in recent years. Many minor 
league baseball and hockey teams at-
tempt to bring in new players at times 
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